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* Rút ra :  
  1. Tham khảo hướng đưa model ta đã train vào mô hình thực tế và valuate performance.

Bổ sung MAWILab’2017 làm dataset bổ sung nếu cần.

* 1. Tham khảo về cấu hình phần cứng để implement TensorFlow và dataset bổ sung nếu cần
  2. Chọn lọc được các bộ dữ liệu kiểm thử tối ưu và hợp lý nhất cho đề tài.
  3. Hiện tại chỉ cần tham khảo cấu hình, lưu trữ lại để cho phát triển lên luận văn của đồ án này.
  4. WIP (chưa đọc xong)